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	Reason for change:
	TS 23.501 still contains the following Editor's note

Editor's note:
Whether the Credentials Holder controlled lists can be updated using the UE Parameters Update (UPU) via UDM Control Plane Procedure as defined in clause 4.20 of TS 23.502 [3] or the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17] will be determined based on feedback from CT WG1 and SA WG3.

CT1 and SA3 informed SA2 in C1-212419 and S3-212208, respectively, that there are no issues for neither of the UPU or the SoR procedure to be used for updating the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs.

Since there are no show-stoppers from protocol and security perspective for neither of the two options it is reasonable to consider deployment and implementation aspects to determine the way forward.
If the Credentials Holder is a PLMN then it is reasonable to assume that the PLMN already deployed a Steering of Roaming (SoR) solution in line with the 5GS SoR architecture documented in 23.122 Annex C. If so, then it appears preferrable fom PLMN perspective to be able to reuse the existing and already deployed SoR solution (with minor enhancements) also for the case of controlling SNPN selection using PLMN credentials.
Observation 1: From the perspective of a PLMN Crendentials Holder it is preferrable to be able to reuse the SoR solution as documented in TS 23.122 Annex C to update the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs.

Furthermore, from a UE implementation perspective it is preferrable to only support one solution for updating the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs – regardless of whether the Credentials Holder is a PLMN or an SNPN.

Observation 2 : From UE implementation perspective is it is preferrable to only support one solution for updating the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs.

Conclusion: Given Observation 1 and Observation 2 it is preferrable to select the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 for updating the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs.

	
	

	Summary of change:
	Clarify in clause 5.30.2.3 that the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs may be updated by the Credentials Holder using the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122.

	
	

	Consequences if not approved:
	No support for updating the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs by the Credentials Holder.
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>>>>BEGINNING OF CHANGES<<<<
5.30.2.3
UE configuration and subscription aspects

An SNPN-enabled UE is configured with the following information for each subscribed SNPN:

-
PLMN ID and NID of the subscribed SNPN;

-
Subscription identifier (SUPI) and credentials for the subscribed SNPN;

-
Optionally, an N3IWF FQDN and an identifier of the country where the configured N3IWF is located;

-
Optionally, if the UE supports access to an SNPN using credentials from a Credentials Holder:

-
User controlled prioritized list of preferred SNPNs;

-
Credentials Holder controlled prioritized list of preferred SNPNs;

-
Credentials Holder controlled prioritized list of GINs.

The Credentials Holder controlled prioritized lists of preferred SNPNs and GINs may be updated by the Credentials Holder using the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17].


A subscriber of an SNPN is either:

-
identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in clause 28.7.2 of TS 23.003 [19]. The realm part of the NAI may include the NID of the SNPN; or

-
identified by a SUPI containing an IMSI.

In the case of access to an SNPN using credentials owned by a Credentials Holder as specified in clause 5.30.2.9.2 and clause 5.30.2.9.3, the SUPI shall also contain identification for the Credentials Holder (i.e. the realm in the case of Network Specific Identifier based SUPI or the MCC and MNC in the case of an IMSI based SUPI).

NOTE 1:
When Credentials Holder is an SNPN, and the MCC and MNC of the SNPN is not unique, then IMSI based SUPI is not supported as the MCC and MNC need not be unique always; instead USIM credentials are supported using Network Specific Identifier based SUPI.

NOTE 2:
Network Specific Identifier are not supported for the case the Credentials Holder is provided by a PLMN.

In the case of access to an SNPN using credentials owned by a Credentials Holder using AAA-S as specified in clause 5.30.2.9.2, only Network Specific Identifier based SUPI is supported.

An SNPN-enabled UE that supports access to an SNPN using credentials from a Credentials Holder and that is equipped with a PLMN subscription may additionally be configured with the following information for SNPN selection and registration using the PLMN subscription in SNPN access mode:

-
User controlled prioritized list of preferred SNPNs;

-
Credentials Holder controlled prioritized list of preferred SNPNs;

-
Credentials Holder controlled prioritized list of preferred GINs.

The Credentials Holder controlled prioritized lists of preferred SNPNs and GINs may be updated by the Credentials Holder using the Steering of Roaming (SoR) procedure as defined in Annex C of TS 23.122 [17].


When the Credentials Holder updates a UE with the Credentials Holder controlled prioritized lists of preferred SNPNs and GINs the UE may perform SNPN selection again, e.g., to potentially select a higher prioritized SNPN.
>>>>END OF CHANGES<<<<
